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DOD Mobility Classified Capability – Top Secret (DMCC-TS) Capability Overview

Security Overview
• Approved for secure TS-collateral calls
• Secure phone calls placed using Cellcrypt App
• Capability developed using CSfC MACP requirements
• Mobile Device Management (MDM) and policy enforcement
• Embeds Federal Information Processing Standards (FIPS) IP Security (IPSec) 

Virtual Private Network (VPN)
• Security and operational guidance for classified portable electronic devices 

(PED) outlines use and operating guidance

Advantages
• Available for users across the DOD, Intelligence Community, National Leadership 

Command Capabilities, and other federal agencies
• Delivered in partnership with the National Security Agency (NSA)
• Offers a solution for users who travel frequently and need to communicate TS 

collateral information
• Functions domestically and internationally (additional cost applies for 

international offering)
• Global Service Desk (GSD) support (24x7x365)

Cost and Ordering
Cost
• Samsung Galaxy S7 device cost: $698.99 (for non-DOD federal mission partners 

only)
• Infrastructure fee: $80.12 per device, per month
• Domestic data plan fee (mandatory): $16.16 - $28.99 per month, options vary
• International data plan fee add-on (optional): $2.50 - $200 per month, options 

vary

Ordering
• Initiate a new service request via DISA Storefront (DSF)
• All devices require a hotspot: AT&T Unite Express 2 (standard)
• Users must have a valid mission need and meet minimum security and 

operational requirements

Resources and Contacts
• DMCC-TS Information (CAC-enabled):

DMCC-TS Overview

• Ordering Portal (CAC-enabled): DSF

• Public Facing DMCC-TS information 
(non-CAC-enabled): DISA Service 
Catalog

• Global Service Desk (GSD):
Email (NIPR): disa.gsd.enterpriseservices
@mail.mil
Email (SIPR): disa.gsd.enterpriseservices
@mail.smil.mil
Call: 1-844-347-2457: Opt 4, Opt 3

DOD Mobility 
Service Portal

Note: Sunset date for the Samsung Galaxy S7 phone and legacy hotspots is expected to be May 2022.

For additional information, visit the DOD Mobility Service Portal: https://disa.deps.mil/ext/cop/dod_mobility

• Hardened Samsung Galaxy S7 and preconfigured 
hotspot for TS-collateral calls

• Calls to networks supported by the Defense Red 
Switch Network and other select networks

• Device is unclassified when it is powered off

• 5-inch display on phone

• AT&T Unite Express 2 is the standard hotspot 
(preconfigured and paired with the device)

• Capability built using requirements set by 
National Security Agency’s (NSA’s) Commercial 
Solutions for Classified (CSfC) Mobile Access 
Capability Package (MACP)
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